
 

1  

UNITED STATES DISTRICT COURT  
SOUTHERN DISTRICT OF NEW YORK 

 
 

ERIK CROWL, KEITH WADE, ERIC 
O’REILLY, ALTON PARKER, STEVEN 
HEY, NATHAN COHEN, SAMUEL 
GLICK, FARSHID SEPASSI, ROBERT 
NEELY, ANTHONY WATSON, TYLER 
HANDLEY, QWNTM CAPITAL 
LIMITED LIABILITY LIMITED 
PARTNERSHIP, DAVID WARD, ANDRE 
PAEZ, and SALEM ALOBAID 

 
Plaintiffs, 

 
vs. 

 
STRONGBLOCK, DAVID MOSS, BRIAN 
ABRAMSON, COREY LEDERER, 
KONSTANTIN SHKUT, AND JOHN DOE 
DEFENDANTS 1-5, 

 
Defendants. 

_______________________________________/ 

 

Case No. 1:22-cv-7313 
 
 
JURY TRIAL DEMANDED 

 
COMPLAINT 

 
Plaintiffs, ERIK CROWL (“Crowl”), KEITH WADE (“Wade”), ERIC O’REILLY 

(“O’Reilly”), ALTON PARKER (“Parker”), STEVEN HEY (“Hey”), NATHAN COHEN 

(“Cohen”), SAMUEL GLICK (“Glick”), FARSHID SEPASSI (“Sepassi”), ROBERT 

NEEELY (“Neely”), ANTHONY WATSON (“Watson”), TYLER HANDLEY 

(“Handley”), QWNTM CAPITAL LIMITED LIABILITY LIMITED PARTNERSHIP 

(“QWNTM”), DAVID WARD (“Ward”), ANDRE PAEZ (“Paez”), and SALEM 

ALOBAID (“Alobaid”) (collectively referred to as “Plaintiffs”) bring this Complaint against 

Defendants, STRONGBLOCK (“Strongblock”), DAVID MOSS (“Moss”), BRIAN 

ABRAMSON (“Abramson”), COREY LEDERER (“Lederer”), KOSTANTIN SHKUT 
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(“Shkut”), and potential John Doe entities and individuals (collectively referred to as 

“Defendants”), and allege as follows, upon personal knowledge as to Plaintiffs’ own acts 

and experiences, and, as to all other matters, upon information and belief, including an 

investigation conducted by Plaintiffs’ attorneys. 

INTRODUCTION 
 

1. Strongblock is an unincorporated general partnership operating within the United 

States of which the individual Defendants are partners. From at least September 29, 2020, to the 

present (the “Relevant Period”), Defendants sold various Strongblock securities to Plaintiffs 

without registering those securities or complying with any exemption from registration.  

2. The securities sold by Defendants included Strongblock digital or crypto assets 

known as tokens and nodes. Defendants named the Strongblock tokens they sold STRNG and 

STRNGR. Defendants sold Strongblock nodes to Plaintiffs with the promise those nodes would 

provide daily token rewards in perpetuity. As an example, Strongblock sold “S1 nodes” to 

Plaintiffs for ten Strongblock tokens and promised those nodes would in turn earn Plaintiffs token 

rewards on a per diem basis in perpetuity with no cap or limitation, something Defendants 

marketed as Node Universal Basic Income (“NUBI”). 

3. Based on the facts and circumstances set forth below, the Strongblock tokens and 

nodes were securities under the federal securities laws. Purchasers of STRNG and STRNGR 

tokens and Strongblock nodes, including Plaintiffs, had a reasonable expectation of future profit 

based upon Defendant’s efforts, including the development of the Strongblock network, its nodes, 

and its NUBI reward system, and the launch of a Strongchain blockchain Defendants are 

developing. Defendants violated at least Sections 5(a) and 5(c) of the Securities Act by offering 

and selling these securities without a registration statement or exemption from registration. 
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4. Crypto-assets exist on a blockchain, which is a decentralized digital ledger that 

records all transactions. Following the creation of Bitcoin, which was the first prominent digital 

asset, the number of digital assets in general circulation has increased dramatically. There are 

many different kinds of crypto-assets; some closely resemble Bitcoin or other commodities, in 

that they are decentralized. For decentralized commodities, prices may rise or fall based upon 

supply and demand, but there is no centralized mechanism for creating more such commodities. 

5. In contrast, other digital assets are similar to traditional securities in that they 

represent one’s investment in a project that is to be undertaken with the funds raised through the 

sale of the tokens and more specifically here, Nodes. Like traditional securities, investors purchase 

these tokens with the hope that their value will increase as the issuer that created the token uses 

its managerial efforts to create some use—typically described to investors in a “whitepaper”—

that will give the token value. 

6. But despite the fact that the Strongblock tokens and nodes are securities, none of 

them are registered with the U.S. Securities and Exchange Commission (“SEC”) or with state 

regulators. This means that purchasers including Plaintiffs did not have access to disclosures that 

accompany the issuances of traditional securities. Rather, investors including Plaintiffs 

received—at most—only whitepapers, flash papers, blogs, and other articles (“Promotional 

Materials”), which described the tokens and nodes, but which did not satisfy the requirements for 

a prospectus under the securities laws. These Promotional Materials were often supplemented by 

Defendants with advertisements, social media postings, and Ask me Anything or “AMA” sessions 

hosted by Moss himself, that further promoted the Strongblock tokens and nodes for sale. 

7. Defendants promoted Strongblock as a “Blockchain Revolution” that provided 

consumers the ability to participate in, and profit from, the growth of blockchain infrastructure. 
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To participate, Defendants required Plaintiffs first purchase Strongblock tokens that they could 

then use to purchase Strongblock nodes. Once a Strongblock node was purchased, Plaintiffs were 

guaranteed lifetime uncapped rewards to be paid to Plaintiffs in Strongblock tokens. 

8. Virtual networks like blockchains consist of groupings of data blocks stored on 

nodes that are linked together and exchange information between each other to ensure their 

information is contemporaneously maintained. As nodes store, distribute, and maintain 

blockchain data they are both common and vital to a blockchain’s infrastructure. The more nodes 

a blockchain has, the more reliable, and thus valuable, that blockchain is to users and, in turn, 

owners of the nodes. 

9. Generally, nodes are classified as either “Full” or “Lightweight” nodes. “Full 

Nodes” act analogously to servers for a decentralized network by: (1) establishing consensuses 

between other nodes; (2) confirming transactions on a blockchain; and, (3) maintaining copies of 

a blockchain’s data. “Full Nodes” are also often the only nodes that may vote on matters affecting 

the future of the blockchain and therefore play an integral role in the network’s governance. 

Strongblock marketed and advertised the nodes purchased by Plaintiffs as Full Nodes. 

10. The Strongblock nodes purchased by Plaintiffs were seen as a traditional securities 

investment in that Plaintiffs directly purchased nodes from Defendants for ten (10) Strongblock 

tokens1 and were promised each node would then earn Plaintiffs a fractional amount of 

Strongblock token back on a per-diem basis in perpetuity, which Strongblock called NUBI 

rewards. Plaintiffs gave Defendants STRNG and STRNGR tokens in exchange for the creation of 

 
1 The native token currently used by the Strongblock system is the STRNGR token. STRNGR is 
a derivative of its predecessor native token STRNG which was retired from meaningful use upon 
the projects need for an “upgrade” to STRNGR. The upgrade to STRNGR was based upon, inter 
alia, a prevailing need to mint additional native tokens which was provided for in the STRNGR 
smart contract. Strongblock did not have the ability to mint new STRNG tokens under the STRNG 
smart contract. 
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a Strongblock nodes with a per-diem “lifetime” reward to be paid in STRNG or STRNGR tokens. 

11. In February 2020, Strongblock appeared in the cryptocurrency space as a pioneer 

with the first working platform that incentivized individuals and entities alike to own nodes 

because it was the only platform providing rewards to node-holders. As Strongblock exploded 

with popularity, the Strongblock token price soared to an all-time high of approximately $1,200.00 

per token. Defendants have sold over 500,000 Strongblock nodes, some for over $10,000 a piece. 

In selling their Strongblock nodes, Defendants promised daily rewards, in perpetuity, to 

Strongblock nodes owners.  

12. As explained in further detail below, Defendants pulled the rug out from under 

every node holder by arbitrarily and unilaterally capping in April 2022 the cumulative rewards 

that could be generated by an individual node, without notice and in contravention to their own 

express statements that node rewards would never go to zero. Further, these egregious unilateral 

changes by Strongblock constituted a material alteration of the terms, representations, and 

circumstances under which Plaintiffs bought the Strongblock nodes from Defendants to the 

detriment of Plaintiffs, something Defendants knew or should have known would cause severe 

damage to Plaintiffs. 

13. Defendants sold millions of dollars of nodes to Plaintiffs based on the promise they 

would earn “lifetime” NUBI rewards. Defendants willfully and intentionally, or negligently, 

misrepresented the NUBI reward system to Plaintiffs to the material detriment of Plaintiffs. 

14. Because Defendants (1) sold bodes in violation of federal securities laws; 

(2) fraudulently induced Plaintiffs to buy Strongblock token and node securities; (3) fraudulently 

or negligently misrepresented Strongblock; (4) converted Plaintiffs assets; (5) defrauded Plaintiffs 

into transacting for nodes under the promise of “lifetime” rewards; (6) breached the promises 
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made in selling nodes; and (7) mislead Plaintiffs as to the viability and sustainability of the 

“lifetime” rewards, Plaintiffs bring claims to recover damages, including at least the consideration 

they paid for Strongblock tokens and nodes, trading fees, interest thereon, as well as attorneys’ 

fees and costs, and all other damages to the fullest extent permitted by law. 

PARTIES 
 

15. Plaintiff Crowl is an individual residing within New York City, is otherwise sui 

juris, and invested approximately $37,966.11 purchasing Strongblock tokens and nodes from 

Defendants. 

16. Plaintiff Wade is an individual residing within New York City, is otherwise sui 

juris, and invested approximately $8,087.51 purchasing Strongblock tokens and nodes from 

Defendants. 

17. Plaintiff O’Reilly is an individual residing within the State of New York, is 

otherwise sui juris, and invested approximately $143,569.51 purchasing Strongblock tokens and 

nodes from Defendants. 

18. Plaintiff Parker is an individual residing within the State of New York, is 

otherwise sui juris, and invested approximately $203,607.71 purchasing Strongblock tokens and 

nodes from Defendants. 

19. Plaintiff Hey is an individual residing within the State of New York, is otherwise 

sui juris, and invested approximately $61,493.01 purchasing Strongblock tokens and nodes from 

Defendants. 

20. Plaintiff Cohen is an individual residing within the State of Massachusetts, is 

otherwise sui juris, and invested approximately $208,776.83 purchasing Strongblock tokens and 
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nodes from Defendants. 

21. Plaintiff Glick is an individual residing within the State of Massachusetts, is 

otherwise sui juris, and invested approximately $93,459.24 purchasing Strongblock tokens and 

nodes from Defendants. 

22. Plaintiff Sepassi is an individual residing within the State of Virginia, is otherwise 

sui juris, and invested approximately $433,353.60 purchasing Strongblock tokens and nodes from 

Defendants. 

23. Plaintiff Neely is an individual residing within the State of Virginia, is otherwise 

sui juris, and invested approximately $269,680.17 purchasing Strongblock tokens and nodes from 

Defendants. 

24. Plaintiff Watson is an individual residing within the State of Texas, is otherwise 

sui juris, and invested approximately $237,407.29 purchasing Strongblock tokens and nodes from 

Defendants. 

25. Plaintiff Handley is an individual residing within the State of Nevada, is otherwise 

sui juris, and invested approximately $905,857.15 purchasing Strongblock tokens and nodes from 

Defendants. 

26. Plaintiff QWNTM Capital Limited Liability Limited Partnership is a Wyoming 

Limited Liability Limited Partnership and invested approximately $695,183.82 purchasing 

Strongblock tokens and nodes from Defendants. 

27. Plaintiff Ward is an individual residing within the State of Oregon, is otherwise 

sui juris, and invested approximately $254,287.54 purchasing Strongblock tokens and nodes from 

Defendants. 
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28. Plaintiff Paez is an individual residing within the State of Arizona, is otherwise 

sui juris, and invested approximately $187,974.97 purchasing Strongblock tokens and nodes from 

Defendants. 

29. Plaintiff Alobaid is a foreign citizen residing within the Country of Kuwait, is 

otherwise sui juris, and invested approximately $430,879.90 purchasing Strongblock tokens and 

nodes from Defendants. 

30. Defendant, STRONGBLOCK is an unincorporated general partnership operating 

within the United States. Moss, Abramson, Lederer and Shkut, along with other John Does, are 

partners in Strongblock. 

31. Defendant, Moss, is the CEO and Founder of Strongblock and an individual who, 

upon information and belief, is a citizen of the United States and a resident of California. 

32. Defendant, Abramson, is the Chief Technical Officer of Strongblock and an 

individual who, upon information and belief, is a citizen of the United States and a resident of 

California. 

33. Defendant, Lederer, is the Chief Product Officer of Strongblock and an individual 

who upon information and belief, is a citizen of the United States and a resident of Oregon. 

34. Defendant, Shkut, is the Lead Developer of Strongblock and an individual who 

upon information and belief, is a citizen of the United States and a resident of Washington. 

JURISDICTION AND VENUE 
 

35. Jurisdiction is proper under 28 U.S.C. § 1331 because the Complaint asserts 

claims under Sections 5 and 12(a)(1) of the Securities Act of 1933 (the “Securities Act”), 15 

U.S.C. §§ 77e, 77l(a)(1), 77o. This Court further has jurisdiction over the Securities Act claims 

pursuant to Section 22 of the Securities Act, 15 U.S.C. §77v. 
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36. Jurisdiction over Plaintiffs state law claims is proper under 28 U.S.C. § 1367(a) 

because district courts shall have supplemental jurisdiction over all other claims that are so related 

to claims in the action within such original jurisdiction that they form part of the same case or 

controversy under Article III of the United States Constitution. Therefore, the elements of federal 

question and supplemental jurisdiction have been met. 

37. This Court has personal jurisdiction over Defendants because Defendants 

transacted business, maintained substantial contacts, and/or committed overt acts in furtherance 

of the challenged conduct throughout the United States, including in this District. Defendants’ 

acts were directed at, and had the intended effect of, causing injury to persons residing in, located 

in, or doing business throughout the United States, including this District. 

38. This Court also has personal jurisdiction over Defendants and proper venue over 

this action under Section 22 of the securities Act, 15 U.S.C. § 77v. 

39. Venue is proper in the United States District Court for the Southern District of 

New York pursuant to 28 U.S.C. § 1391(b) and (c) because Defendants are deemed to reside in 

any judicial district in which it is subject to the Court’s personal jurisdiction, and because 

Defendants provide and market their services within the United States of America, and in this 

District, thereby establishing sufficient contacts to subject them to personal jurisdiction. Further, 

Defendants’ conduct against Plaintiffs has occurred, in part, within the State of New York as the 

harmful effects of Defendants’ alleged conduct were suffered within the State of New York, as 

well as, any other states that Plaintiffs are residents of.  
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SUBSTANTIVE ALLEGATIONS 

A. Blockchains and the Foundations of Digital Assets 

40. This case concerns crypto-assets.2 Crypto-assets are digital assets that use a variety 

of cryptographic principles to secure transactions, control the creation of additional units, and 

verify their transfer. The key technology allowing the creation of crypto-assets is a blockchain.  

41. The challenge that had previously prevented the creation of digital assets is the 

need to allow for secure transfers to exactly one recipient at a time. In general, digital files are 

transmitted by duplication; if someone emails a photograph to a friend, both the sender and the 

recipient now have copies of the photograph. While that duplication is helpful for a photograph, 

it would quickly make any digital asset valueless through duplication and inflation, as one 

individual could send the same digital asset to many counterparties. The elaborate measures used 

to prevent counterfeiting of physical currencies do not have effective digital analogues. 

42. Bitcoin, which was the first prominent digital asset, solved this problem with a 

digital ledger system called a “blockchain,” which tracks the ownership and transfer of every 

Bitcoin in existence. Each Bitcoin user has a digital “address” used to receive Bitcoin. The Bitcoin 

blockchain lists, publicly, every address and the number of Bitcoin associated with that address. 

By looking at the Bitcoin blockchain, anyone can see every Bitcoin transaction in which that 

address has engaged. 

43. By providing a full transaction history of each Bitcoin, the blockchain allows for 

the secure exchange of all Bitcoin. Any attempt to duplicate a Bitcoin or to transfer it to multiple 

 
2 One commonly used umbrella term that collectively describes the many different types of 
digital assets and the many hundreds of digital tokens in circulation is “cryptocurrencies.” In 
order to avoid embedding any assumptions about the nature of these assets in this umbrella term, 
Plaintiffs herein use the term “crypto-assets” to describe the full range of digital assets. It may or 
may not be appropriate to call any particular digital or crypto asset a currency. 
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people at once would be futile, because a Bitcoin user could use the blockchain to verify each 

transaction involving that Bitcoin. There is thus no effective way to counterfeit Bitcoin. 

44.  The blockchain has become the foundational technology for crypto-assets. While 

crypto-assets vary tremendously, they generally rely on the blockchain to ensure that transactions 

are secure and non-duplicable.  

45. Control of crypto-assets is attested primarily through control of cryptographic 

keys. These cryptographic keys have two components: a public key and a private key. This 

cryptographic system of transfer and exchange is generally the same across most crypto-assets. 

46. To use Bitcoin as an example, the public key is used to produce the Bitcoin address. 

A Bitcoin address is a destination for transfers of Bitcoin, like the account number of a 

conventional bank account. Bitcoin addresses are long strings of alphanumeric text, often 

abbreviated by a small group of numbers and letters appearing in the string, such as 1s5F or R3w9. 

A private key allows the owner of a Bitcoin address to access it, like a long PIN or password for 

a conventional bank account. 

47. Those who wish to transfer Bitcoin need to know the recipient’s Bitcoin address, 

just as one transferring funds to a conventional bank account needs to know the account number 

for that account. When they have the recipient’s address, transferors can use their private keys to 

authorize the transfer of Bitcoin, just as one would use a PIN or password to authorize a transfer 

between traditional bank accounts.  

48. A transfer of Bitcoin is public to the extent that anyone can see the transferor’s 

Bitcoin address, the recipient’s Bitcoin address, and the quantity of assets transferred. That is, 

anyone could see that Bitcoin address 1s5F transferred 10.3 Bitcoin to Bitcoin address R3w9. The 

names of the individuals or entities that control these addresses, on the other hand, are not recorded 
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on the blockchain and not accessible to the public. 

49. While the blockchain allows for secure and non-duplicable transfers of digital 

assets, it does not do anything to connect users to each other or to automate both sides of a transfer. 

The desire for locations that enabled the trading of digital assets led to the creation of crypto-

exchanges. Crypto-exchanges emerged to enable smoother and faster trading between investors, 

just as stock and commodities exchanges emerged to enable easy trading of securities. 

50. There are two primary types of crypto-exchange: decentralized exchanges and 

centralized exchanges. 

51.  Decentralized exchanges may use the blockchain itself to match and execute 

transactions among traders. There is no intermediary individual or corporation that matches or 

clears transactions; instead, they use a blockchain technology called a “smart contract” to 

automatically facilitate trading. While different decentralized exchanges use different approaches, 

what they have in common is that the crypto-assets are transferred between individual accounts. 

Thus, if Angela exchanges one Bitcoin for 10 Ethereum using a decentralized exchange, her one 

Bitcoin will be sent to David, another user on the platform, and David’s 10 Ethereum will be sent 

to Angela.  

52. These decentralized exchanges resemble Ebay or Craigslist in their operation. Just 

like a purchase of a collectible baseball card on Ebay or Craigslist involves one user sending 

money and the other sending the card, so too do transactions on decentralized exchanges involve 

customers sending each other the goods being transacted. These decentralized exchanges, like 

Ebay and Craigslist, do not own or hold the assets in question—they simply provide a platform 

for exchanges between users, along with some features designed to facilitate trading (e.g., Ebay’s 

listings, Craigslist’s message boards, or a decentralized exchange’s smart contracts), possibly in 
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exchange for advertising revenue or a transaction fee. 

53. Strongblock’s native tokens STRNG and STRNGR could only be transacted for 

through decentralized exchanges, and the nodes were purchased from Defendants directly through 

the use of their Strongblock website Strongblock.io. 

54. Buying, selling, and trading cryptocurrencies on a decentralized exchange may 

only occur through the use of an electronic wallet connected to the decentralized network (“DeFi 

Wallet”). A DeFi Wallet is substantially similar in identity to that of a bitcoin address as it is 

identified by a unique string of alphanumeric characters, often abbreviated by a small group of 

numbers and letters appearing in the string, such as 1s5F or R3w9 (“DeFi Wallet Address”). 

55. All DeFi Wallet transactions are recorded and logged on a blockchain. 

56. Virtual networks like a blockchain consist of groupings of data blocks that are 

stored on nodes. 

57. Nodes on a blockchain are linked together and exchange information between each 

other to ensure information is contemporaneously maintained. 

58. As nodes store, distribute, and maintain blockchain data they are both common and 

vital to a Blockchain’s infrastructure. 

59. Generally, nodes are classified as either “Full” or “Lightweight” nodes. 

60. Full Nodes act analogously to servers for a DeFi Network by (1) establishing 

consensuses between other nodes; (2) confirming transactions on a blockchain; (3) and 

maintaining copies of a blockchain’s data. 

61. Full Nodes are also the only nodes that may vote on matters affecting the future of 

a Blockchain network and therefore play an integral role in a network’s community governance. 

B. Strongblock Generally 
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62. Strongblock is a DeFi NaaS protocol utilizing the native cryptocurrency tokens 

known as STRNG or STRNGR. 

63. Strongblock’s executive team is comprised of Moss, Lederer, Abramson, and 

Shkut. 

64. Moss, Lederer, and Abramson are former executives of a company known as 

Block.one, a company that raised approximately $4 billion dollars in an initial coin offering 

(“ICO”), which resulted in a class-action lawsuit brought against it, Williams, et. al. v. Block.one, 

Case No.: 1:20-cv-02809-LAK. Block.one additionally paid the SEC approximately $24 Million 

dollars in civil penalties resulting from a separate administrative proceeding in 2019. 

65. Defendants launched a website, Strongblock.io, and published various technical 

papers such as a “Flash Paper”, a “Light Paper”, a “Medium Article”, and a “Strongblock v3 

Paper” to market, advertise, and disseminate information about the Strongblock NaaS protocol, 

its native ERC-20 Tokens, and the NUBI rewards. 

66. Defendants additionally engaged in social media posts, AMA sessions, and 

communicated with digital media journalists for the purpose of marketing the Strongblock NaaS 

protocol, its native ERC-20 Tokens, and the NUBI rewards. 

67. At all times material to this action, the primary DeFi network for buying, selling, 

and trading STRNG and STRNGR was the automated Ethereum-based cryptocurrency exchange 

known as Uniswap (“Uniswap”). 

68. STRNG and STRNGR are ERC-20 Tokens created by Strongblock and purposed 

for enabling decentralized protocol governance. 

69. Currently, STRNGR serves two main functions: (1) 10 STRNGR are required to 

buy a node; and (2) STRNGR is the reward token distributed to node holders as NUBI rewards. 
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70. The Strongblock system offers the ability to build nodes on various cryptocurrency 

networks and Plaintiffs are or were owners of at least Strongblock Ethereum 1.0 Nodes (“S1 

Nodes”). Buying an S1 Nodes required Plaintiffs to enter into an electronic agreement (“Node 

Contract”). S1 Nodes were described, advertised, and marketed by Defendants as “Full Nodes”.  

71. NUBI rewards generated by S1 Nodes were referred to by Defendants as “lifetime” 

rewards and have been provided to the S1 Node holders per diem, in the form of STRNG and 

STRNGR tokens since as early as December of 2020. 

72. On September 29, 2020, David Moss publicly advertised that Strongblock was 

purposed for “creating a true public good by rewarding nodes, providing more stability to 

blockchains, and increasing visibility to the nodes that keep Blockchains running.” 

73. On December 12, 2020, Defendants published the Flash Paper advertising their 

NaaS Protocol as the first and only blockchain agnostic protocol to reward nodes for supporting 

the infrastructure of their blockchain. 

74. As stated through Defendants’ Flash Paper: 

Why incentivize nodes? With limited resources and no financial incentive, many 
nodes run out-of-date software, maintain incomplete blockchain histories, and are 
intermittently off-line. There is no easy mechanism to fix this problem once a 
blockchain is launched. To solve this, StrongBlock has made it possible for anyone 
to create a node in seconds—or add their own node— and receive STRONG token 
rewards every day. More nodes equals more resilience. At the time of writing, 
StrongBlock is rewarding over 1700 Ethereum 1.0 nodes, representing more than 
15% of all Ethereum active nodes. 

 
75. The function and purpose of the NUBI reward system was to facilitate the creation 

of a blockchain ecosystem where node holders are rewarded for regularly maintaining compliant 

nodes created on the Strongblock system. 

76. Defendants’ goals were to “shine a spotlight on the most undervalued group in 

blockchain: nodes.” Defendants marketed and advertised their NaaS protocol to persons across 
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the globe, “capitalizing on the network effect from engaged communities” with the intention of 

inducing individuals and entities into buying S1 Nodes from Defendants relying on the 

representations of “lifetime” NUBI rewards. 

77. Defendants marketed the Strongblock system as part of the “blockchain 

revolution” and that through the NaaS app one could “launch a blockchain node in seconds and 

get rewards.” Defendants made it possible for anyone to create a node in seconds and receive 

token rewards daily with the intention of marketing and advertising the Strongblock system to all 

persons, regardless of stature or circumstance. 

78. Defendants published a quick and easy five-step step process for joining in on the 

“blockchain revolution” and creating nodes: 

• Step 1: Get STRNG/STRNGR and Etherum (“ETH”); 

• Step 2: Name your node; 

• Step 3: Confirm Wallet Transactions; 

• Step 4: Node Created; and 

• Step 5: Start Earning 

The Node Contract 

79. Buying an S1 Node is done by way of executing a Node Contract and spending 

ten (10) STRNG/STRNGR tokens on the “Strongblock App”. The Strongblock system requires 

execution of the Node Contract prior to the creation of any node. Per the Node Contract node 

holders could not sell or transfer their nodes to other wallets. However, node owners can sell a 

wallet that possesses a node, as wallets are freely transferable digital assets. 

80. Defendants have sold over 500,000 nodes, including several hundred to 

Plaintiffs, some at a price of several thousand dollars each. 
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81. The Node Contract for S1 Nodes additionally requires the payment of a 

maintenance fee of $14.95 USD upon creation of the S1 Node and payment in the same amount 

as a recurring monthly maintenance fee. Should a node holder fail to pay the monthly 

maintenance fee, the Node Contract terminates the overdue node in an automated fashion. S1 

Node Holders are required to remit these payments manually because maintenance fees “cannot 

be automatically paid” from DeFI Wallets given the way Strongblock was developed by 

Defendants. Upon information and belief, Defendants have collected approximately Seven 

Million Dollars ($7,000,000.00) in monthly maintenance fees. 

82. In exchange for creating compliant S1 Nodes on the Strongblock system and 

remitting monthly maintenance fees toward each created node, S1 Node holders received daily 

NUBI rewards in the form of a flat amount of STRNG and STRNGR tokens. 

C. MOSS and Strongblock’s Public Representations 

83. David Moss intentionally engaged media outlets, to advertise Strongblock’s S1 

Nodes, and share information about the Strongblock team and system’s intentions and goals. 

84. In an article published by Robert Stevens in September of 2020, Former 

Block.one Execs Launch Tech to Make Ethereum More Secure: StrongBlock rewards people 

operating full blockchain nodes. It’s tapped Chainlink’s decentralized price oracle tech to help 

it out., Moss stated: 

• Stronblock’s team and shareholders hold the bulk of the supply of the 
native token. 

 
• There is zero possibility of the Strongblock team dumping the 

approximate 53% of the native token supply cumulatively held by the 
same. 

 
• Strongblock’s goal was to “shine a spotlight on the most undervalued 

group in blockchain: nodes. Our ‘DeFi with a purpose’ protocol creates a 
true public good by rewarding nodes, providing more stability to 
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blockchains, and increasing visibility to the nodes that keep blockchains 
running”; 

 
• Holders of Strongblock’s native token can vote on proposals to upgrade 

the network, and can also sell those voting rights to strangers on secondary 
markets. 

 
• Strongblock’s native token was being held in locked wallets. 

 
• Approximately 500,000 of the native Strongblock token were held in 

reserve as a “community chest”. 
 

85. In an online article published by Alex Metzger, Enterprise Blockchains have 

an Achilles heel: A conversation with StrongBlock’s David Moss, on October 29, 2020, Moss 

stated: 

• The platform was designed for both individuals and Enterprises. It was 
made to be super-easy to configure and set up a blockchain and create 
applications so that anyone was able to utilize their platform and earn token 
rewards on a daily basis. 

 
• The design of the NaaS protocol and the STRNG token for its governance 

was part of a “DeFi with a purpose” approach which intented to provide 
rewards for full S1 Nodes so that they could participate in governance of 
the protocol. 

 
• Anyone can run a full Ethereum node. Some of the nodes we have 

approved are Enterprise-level nodes. Others have been created by 
individuals with low-level hardware. As long as they qualify as a full 
Ethereum node – that they have a full copy of the Ethereum blockchain – 
and have addressable endpoints, they’re eligible. We will be continually 
expanding and updating our qualifying criteria. 
 

86. During an Ask Me Anything (AMA) session with the prominent 

cryptocurrency media outlet, “KuCoin”, published February 21, 2021 and titled The Growing 

Need to Incenvtivize Nodes and Why STRONG Tokens Are the Answer—KuCoin AMA With 

StrongBlock CEO David Moss, Moss publicly stated that Strongblock was already incentivizing 

over 8,000 S1 Nodes and that “everything we built will be turned over to be governed by the 

community.” 
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87. During this AMA session, Moss advertised that the Strongblock system’s 

unique features as: 

• 2-click node creation and deployment service — removing all non-
technical components to launch a node. 

 
• Rewards non-mining nodes, encouraging them to run up-to-date software 

and security to the network. (NUBI); 
 
• Ability to test and generate performance (health) of a node; 
 
• First Decentralized Node Operation Platform “(DNOP)”. Node operation 

platforms have been centralized, subscription-based services with high 
capital costs to deploy for the protocol. We change that game; and 

 
• NFT mechanics to enhance functionalities, rewards, gamification and 

more. 
 

88. Other public statements made by Moss during the KuCoin AMA include, but 

are not limited to: 

• Strongblock’s core team comprised of Moss, Abramson, and Michael 
Mason, Lederer, and Shkut “run[ning] a very lean, focused, and fast 
development shop, spread all across the globe.” 

 
• Strongblock was actively working with groups who want to utilize 

Strongblock nodes and that fees derived from any such arrangements 
would be shared by S1 Nodes. 

 
• The decision to incentivize S1 Nodes on the ETH network was made 

because the Strongblock system is an “amazing, innovative project that 
needs mass adoption. You can get that on Ethereum 1.0, where nearly 
every DeFi project is.” 

 
• Moss and the Strongblock team would “[m]ake the token valuable by 

creating a great, useful product, and building community trust by 
continuing to do so” thereby naturally increasing the value of the 
Strongblock system’s native token. 

 
Strongblock’s Communications Through Alternative Social Media Forums 

 
89. Defendants frequently communicated with Plaintiffs and the Strongblock 

community through several separate social media sites, including but not limited to Medium, 
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Facebook, Telegram, Twitter, and Discord. 

90. Moss engaged in curated AMA sessions specifically directed at Plaintiffs and 

the Strongblock community that were published online in written or video form. These AMA 

sessions were additionally transcribed and published to the Strongblock community through the 

Strongblock.io community Discord server by an individual with the username of “DXNIEL | 

Won’t DM 1st”. 

91. In transcribing and publishing Moss and Strongblock’s statements to the 

Strongblock community, “DXNIEL | Won’t DM 1st” had actual or apparent authority to speak on 

behalf of MOSS and Strongblock. 

92. Moss’ statements from an AMA session were published online and specifically 

to the Strongblock community by “DXNIEL | Won’t DM 1st” on December 13, 2021, and 

included, inter alia: 

• The Strongblock community would be given notice of reward reductions 
to the S1 Nodes as the same would be discussed with the community prior 
to implementation; 
 

• The long-term plan for Strongblock’s native token was for its use as 
rewards to support blockchain nodes and validators; 

 
• The intended community governance model for Strongblock’s native 

tokens has been built into the smart contract of the tokens since their 
inception; 

 
• Strongblock was moving toward its community governance model so that 

STRNG/STRNGR holders could make decisions toward the expansion of 
the Strongblock ecosystem and what protocols are implemented. 

 
• Strongblock’s NaaS and NUBI reward model had been in operation for a 

year and was more sustained and sustainable than a majority of DeFi 
protocols. 

 
• Strongblock was working on a “HUGE” project that would allow node-

runners and holders to participate toward sustainability while continuing 
to benefit. 
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93. Moss’ statements from an AMA session held on January 14, 2022, were 

published online and specifically to the Strongblock community by “DXNIEL | Won’t DM 1st” 

and included, inter alia: 

• The Strongblock platform native tokens are designed as governance tokens, and 
that in 2022 Strongblock will move toward community governance; 

 
• Defendants marketing strategies early on involved utilizing word of mouth by 

community members, capitalizing on the “network effect from engaged 
communities” to promulgate information of the NUBI “lifetime” reward 
system initially advertised by Defendants themselves. 

 
• Over 239,000 nodes had been created within the Strongblock system between 

the dates of December 2020 and January 14, 2022; 
 

• Moss and Strongblock’s focus for 2022 would be sustainability achieved by 
way of new protocol introductions and non-STRNG/STRNGR rewards; 

 
• S1 Nodes were not on the tapering model and the tapering of S1 rewards would 

never go to zero (0). 
 

94. Moss engaged in another AMA on February 19, 2022, that was published 

online and specifically to the Strongblock community by “DXNIEL | Won’t DM 1st” where 

MOSS stated, inter alia: 

• Strongblock was running more transactions per day than most blockchains 
on the ETH network and generating revenue from the same; 
 

• “I don’t have any investors I just have board members and things like that 
– I don’t have the investors to come in, kick me – we have minority 
shareholders. And so, I get to make a lot of these decisions.” 

 
• Moss and Strongblock had “a number of plans” in place “to make sure that 

everybody keeps getting their rewards” 
 

• 10% of Strongblock’s native tokens, used to create nodes, are recycled 
back into Strongblock’s various reward pools with the majority of the 
tokens going back to the community; 

 
• Moss and Strongblock were actively securing partnerships with other DeFi 

applications that would bolster the value of Strongblock’s native tokens; 
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• Strongblock did not disclose information about its in-progress 

developments made and implementations to the Stronblock protocol’s 
sustainability in an effort to not “let the cat out of the bag”. 

 
95. Defendants additionally communicated with the Strongblock community, 

disseminating Strongblock news and information through an individual identified in the 

Strongblock discord server as “Saul_StrongblockMarketing”. 

96. “Saul_StrongblockMarketing” held meetings with Moss and the Strongblock 

team for purposes of determining what information would be disseminated to the Strongblock 

community through “Saul_StrongblockMarketing”. 

97. “Saul_StrongblockMarketing” engaged with and communicated with the 

Strongblock community through dissemination of information and updates related to the 

Strongblock team’s developments, and by clarifying confusion(s) of community members related 

to information disseminated by “Saul_StrongblockMarketing” himself, or by Moss through AMA 

sessions posted into the Strongblock discord server by “DXNIEL | Won’t DM 1st”. 

98. Saul_StrongblockMarketing’s statements and representations made to the 

Strongblock community on behalf of Defendants include inter alia: 

• Only S2 Ethereum nodes will feature some sort of reward taper model; 

• Advising community members to read AMA recaps posted into the discord 
server by “DXNIEL | Won’t DM 1st” prior to making financial decisions 
related to Strongblock; 
 

• Re-iterating that Moss “has stated all [S1] nodes will never taper unless 
migrated to S2”; 

 
• Separately and recurrently advising that “original [S1] Nodes will NOT be 

subject to taper unless you voluntarily migrate them to Service 2.” 
 

• “We are not worried about being unable to maintain rewards.” 
 

• 10% of the Strongblock native token used to create nodes goes back into 
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the rewards, other portions go to exchanges for liquidity, and other 
portions go toward marketing; 

 
• Changes in rewards would not affect an individual’s S1 nodes 

 
• Not all nodes will be on the taper model; 

 
99. Plaintiffs were advised and informed by Moss, Strongblock, and/or individuals 

with authority to speak on behalf of the same that the rewards generated by their S1 Nodes would 

never taper to zero (0). 

100. Plaintiffs were advised and informed by Moss, Strongblock, and/or individuals 

with authority to speak on behalf of the same that any reduction in rewards generated by S1 Nodes 

would be discussed with the Strongblock community first. 

101. Plaintiffs were advised and informed by Moss, Strongblock, and/or individuals 

with authority to speak on behalf of the same that they would be provided with advanced notice 

of any reductions made to NUBI rewards. 

102. On May 5, 2022, Plaintiffs were advised and informed by individuals with 

apparent or actual authority to speak on behalf of Strongblock that “Node Caps w[ould] not be 

applied to all nodes. Reward caps w[ould] not be unilateral. They will be based on time owned” 

and that “[e]very node WILL receive its return on [the] token + more”. 

D. Plaintiffs Reasonably Expected To Profit From the Efforts of Defendants 

103. Defendants offered their NaaS protocol and NUBI reward system in an effort to 

further the “blockchain revolution” and build a profitable decentralized finance enterprise 

premised on community governance through the use of STRNG and STRNGR tokens. Plaintiffs 

reasonably believed that if Defendants were successful in doing so, their token purchases required 

to buy nodes would be a profitable investment given the NUBI rewards generated by the nodes. 

104. At the time the NaaS Protocol launched in in September of 2019, Defendants 
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did not have any product(s) in place, and their proposed software was largely conceptual. 

Purchasers would have understood that Strongblock was a for-profit entity. Strongblock stated that 

only portions of proceeds from node creation would be redistributed back into the NUBI reward 

pool, and that it was building a profitable enterprise by, among other things, partnering with node 

developers and promoting the creation of its own independent blockchain network, Strongchain. 

Further, STRONGBLOCK was collecting millions of dollars per month in node maintenance fees 

alone. Purchasers thus would have understood that Strongblock’s success in building and 

promoting its NaaS protocol, tokens, and the launch of its own independent blockchain would 

make their token purchase profitable. 

105. Over the course of the Relevant Period Plaintiffs’ expectations were primed by 

Defendants’ marketing of the Strongblock NaaS protocol, tokens, NUBI reward system, and 

anticipated Strongchain. In the course of marketing Defendants NaaS protocol, Moss touted his 

experience, expertise, and history within the cryptocurrency, DeFi, and Blockchain spaces in an 

effort to induce trust and reliance upon his statements and representations as to the sustainability, 

efficacy, and success of the NaaS protocol and its NUBI reward system. 

106. Despite the volatility of crypto-asset markets, Plaintiffs reasonably expected to 

profit off of the NUBI rewards, initially transacted for directly with Strongblock, through the 

creation of S1 Nodes that were represented to be “lifetime” in nature never go to zero. Resultingly, 

whether the price of the native Strongblock tokens fluctuated positively or negatively, Plaintiffs 

still reasonably expected to receive daily profits and income in perpetuity. 

E. Plaintiffs Expected Profits from STRNG, STRNGR, and the S1 Nodes to be 
Derived from the Managerial Efforts of Strongblock 

 
115. The inquiry into whether a purchaser is relying on the efforts of others focuses on 

two key issues: Does the purchaser reasonably expect to rely on the efforts of an Active 
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Participant and are those efforts the undeniably significant ones, those essential managerial 

efforts which affect the failure or success of the enterprise, as opposed to efforts that are more 

ministerial in nature. 

116. The more of the following characteristics that are present, the more likely it is that 

a purchaser of a digital asset is relying on the “efforts of others”: 

a. An [“Active Participant” or “AP”] is responsible for the development, 
improvement (or enhancement), operation, or promotion of the network, 
particularly if purchasers of the digital asset expect an AP to be performing or 
overseeing tasks that are necessary for the network or digital asset to achieve or 
retain its intended purpose or functionality. 

 
1. Where the network or the digital asset is still in development and 

the network or digital asset is not fully functional at the time of the 
offer or sale, purchasers would reasonably expect an AP to further 
develop the functionality of the network or digital asset (directly or 
indirectly). This particularly would be the case where an AP 
promises further developmental efforts in order for the digital asset 
to attain or grow in value. 
 

ii. There are essential tasks or responsibilities performed and expected to be 
performed by an AP, rather than an unaffiliated, dispersed community of 
network users (commonly known as a “decentralized” network). 

 
iii. An AP creates or supports a market for, or the price of, the digital asset. 

This can include, for example, an AP that: (1) controls the creation and 
issuance of the digital asset; or (2) takes other actions to support a market 
price of the digital asset, such as by limiting supply or ensuring scarcity, 
through, for example, buybacks, “burning,” or other activities. 

 
iv. An AP has a lead or central role in the direction of the ongoing 

development of the network or the digital asset. In particular, an AP plays 
a lead or central role in deciding governance issues, code updates, or how 
third parties participate in the validation of transactions that occur with 
respect to the digital asset. 

 
v. An AP has a continuing managerial role in making decisions about or 

exercising judgment concerning the network or the characteristics or rights 
the digital asset represents including, for example: 

 
1. Determining whether and how to compensate persons providing 

services to the network or to the entity or entities charged with 
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oversight of the network. 
 

2. Determining whether and where the digital asset will trade. For 
example, purchasers may reasonably rely on an AP for liquidity, 
such as where the AP has arranged, or promised to arrange for, the 
trading of the digital asset on a secondary market or platform. 

 
3. Determining who will receive additional digital assets and under 

what conditions. 
 

4. Making or contributing to managerial level business decisions, 
such as how to deploy funds raised from sales of the digital asset. 

 
5. Playing a leading role in the validation or confirmation of 

transactions on the network, or in some other way having 
responsibility for the ongoing security of the network. 

 
6. Making other managerial judgements or decisions that will directly 

or indirectly impact the success of the network or the value of the 
digital asset generally. 

 
vi. Purchasers would reasonably expect the AP to undertake efforts to 

promote its own interests and enhance the value of the network or digital 
asset, such as where: 

 
1. The AP has the ability to realize capital appreciation from the value 

of the digital asset. This can be demonstrated, for example, if the 
AP retains a stake or interest in the digital asset. In these instances, 
purchasers would reasonably expect the AP to undertake efforts to 
promote its own interests and enhance the value of the network or 
digital asset. 
 

2. The AP distributes the digital asset as compensation to 
management or the AP’s compensation is tied to the price of the 
digital asset in the secondary market. To the extent these facts are 
present, the compensated individuals can be expected to take steps 
to build the value of the digital asset. 

 
3. The AP owns or controls ownership of intellectual property rights 

of the network or digital asset, directly or indirectly. 
 

4. The AP monetizes the value of the digital asset, especially where 
the digital asset has limited functionality. 

 
117. Purchasers of singular function tokens, such as STRNG and STRNGR, and nodes 
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necessarily relied on the managerial efforts of Defendants to realize value from their investments. 

The success of these managerial efforts in developing the networks on which these tokens operate 

is the primary factor in their price, that is, until such tokens transition into being functional utility 

tokens. The STRNG and STRNGR tokens were a security at issuance because profits from 

STRNG and STRNGR would be derived primarily from the managerial efforts of Strongblock in 

developing the associated network and independent blockchain on which STRNGR would 

function, rather than having its profit derived from market forces of supply and demand, such as 

might affect the price of a commodity such as gold (or Bitcoin). 

118. Plaintiffs’ profits in the STRNG and STRNGR tokens, as well as the nodes were 

to be derived from the managerial efforts of others—specifically Strongblock and its co-founders 

and development teams. 

119. Indeed, Moss held himself and his team out as an integral part of the success of 

Strongblock. Moss, Strongblock’s CEO, and the other individual Defendants were touted as an 

“well-known and highly respected” and “pioneer[s] in blockchain infrastructure development.” 

Moss himself touted his own and his teams experience in building and delivering Block.One’s 

EOSIO software. Moss additionally touted his experience in providing strategic consulting and 

white-paper development for over 36 different blockchains startups with “hundreds of millions 

successfully raised via ICO’s”. These statements being made for the purpose of bolstering Moss 

and Strongblock’s credibility and reliability in the public eye. 

120. However complex the resolution of the issue would strike a reasonable investor, 

STRNG, STRNGR, and the Strongblock nodes satisfy most if not all of the factors relevant to a 

determination that a digital asset is a security. Strongblock created the STRNG and STRNGR 

tokens, as well as the nodes from thin air. Strongblock represented that it would develop an 
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ecosystem (i.e., the overall network of individuals using STRNG and STRNGR or participating 

in the development of its network) that would increase the value of the STRNG and STRNGR 

tokens. Plaintiffs expected Defendants to provide significant managerial efforts, to develop and 

improve the Strongblock ecosystem, to develop and sustain a supportive network, and to secure 

listings at exchanges through which Strongblock tokens could be traded or liquidated. And 

Strongblock represented that it would provide significant managerial efforts to achieve these 

objectives and make the issued ERC-20 token a success. 

F. Plaintiffs Invested Money 

121. By purchasing Strongblock tokens and nodes, Plaintiffs made an investment of 

money or other valuable consideration. The first prong of the Howey test for determining if 

something being sold is a security is typically satisfied in an offer and sale of a digital asset 

because the digital asset is purchased or otherwise acquired in exchange for value, whether in the 

form of traditional (or fiat) currency, another digital asset, or other type of consideration. 

122. Plaintiffs invested traditional and digital currencies, such as bitcoin and ether, 

to purchase the STRNG and STRNGR tokens, which were then used to buy directly from 

Defendants Strongblock nodes. The STRNG and STRNGR tokens were listed on decentralized 

finance exchanges, and those cryptocurrency exchanges permitted Plaintiffs to purchase STRNG 

and STRNGR with bitcoin and ether. 

G. Plaintiffs Participated in a Common Enterprise 

123. In evaluating digital assets, a “common enterprise” typically exists because the 

fortunes of digital asset purchasers have been linked to each other or to the success of the 

promoter’s efforts. 

124. The Strongblock tokens and nodes are no different. Plaintiffs were participants in 
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the Strongblock Protocol and intended to be involved in its governance and the profits of each 

Plaintiff were intertwined with those of both Strongblock and of other Plaintiffs and investors. 

Strongblock was responsible for supporting the S1 Nodes, developing partnerships with new node 

protocols, maintaining the rewards pool for the S1 Nodes, pooled investors’ assets, and controlled 

those assets. Strongblock’s team, as stated by Moss himself, also retained significant amounts of 

the STRNG and STRNGR tokens, thus sharing in the profits and risk of the venture. 

H. The Subject Update 

125. On May 19, 2022, Defendants made a Subject Update unilaterally, and without 

notice, implemented a hard cap on rewards that may be generated by Strongblock S1 Nodes 

ending NUBI rewards after a node had generated twenty (20) STRNGR cumulatively. 

126. Prior to the Subject Update, Plaintiffs poured millions of dollars into Strongblock, 

entering into Node Contracts and transacting to build S1 Nodes, under the guise and impression 

that their S1 Nodes would provide “lifetime” NUBI rewards received per diem in the form 

STRNGR for each created S1 Node. 

127. The May 19, 2022, update to the Strongblock platform vitiated the purpose, 

function, and value of the S1 Nodes and materially changed the terms and expectations of the 

Node Contracts that each S1 Node was tied to. 

128. The May 19, 2022, update was implemented while STRNGR was at an 

approximate value of $15.00 per STRNGR token, down approximately 99% from its October 

2021 all-time high of $1,200.00 per token, thereby completely obliterating the Plaintiffs abilities 

to recover the value of the S1 Node assets and NUBI rewards transacted for directly with 

Strongblock. 

129. Currently, STRNGR presents with a market value less valuable than the STRNG 
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token, which has no reasonably viable or economic purpose as a result of Strongblock’s 

“upgrade” to STRNGR as its main native token. 

130. The value of Strongblock’s native token has dropped over 99% in value from its 

record high token of approximately $1,200.00 per token which was reached in December of 2021. 

131. The current value of Strongblock’s native token renders the non-transferrable S1 

Nodes and their NUBI rewards worthless because the monthly maintenance fees due to be paid 

by Plaintiffs, per node, exceed the amount of NUBI rewards that would be generated by the node. 

132. Plaintiffs are forced to remit monthly maintenance fees of $14.95 to Strongblock 

in an effort to solely continue receiving rewards in the form of a devalued coin or otherwise their 

nodes will be terminated by the Node Contract. 

133. Despite Defendants’ representations, Plaintiffs and the Strongblock community 

were not provided with the opportunity to engage in community governance over the imposition 

of node caps on S1 Nodes. 

134. Despite Defendants’ representations, Plaintiffs and the Strongblock community 

were never given notice as to the imposition of caps on rewards generated by S1 nodes. 

135. Despite Defendants’ representations, S1 Nodes now cease to generate “lifetime” 

NUBI rewards. 

136. Despite Defendants’ representations, reward caps were unilaterally imposed and 

the imposition of reward caps to the S1 Nodes was not based on time-owned, as the same reward 

cap was unilaterally applied to all S1 Nodes. 

137. Despite Defendants’ representations, Defendants engaged in a course of conduct 

that vitiated and obliterated the Strongblock community’s trust in the Strongblock protocol 

thereby reducing the value of the Strongblock native tokens. 
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138. Defendants’ challenged conduct used to lure Plaintiffs into creating S1 Nodes, and 

theft of monies invested into the Strongblock NaaS project have caused Plaintiffs irreparable 

harm and substantial monetary damages. 

139. As a direct result of Defendants’ issuance, promotion, and sale of unregistered 

securities, Plaintiffs, many of whom are retail investors who lack the technical and financial 

sophistication necessary to have evaluated the risks associated with their investments in the 

STRNG and STRNGR tokens, as well as the S1 Nodes—have suffered significant damages in an 

amount to be proven at trial. 

COUNT I 
Unregistered Offer and Sale of Securities 

Section 5 and 12(a)(1) of the Securities Act 
(Against Defendants by all Plaintiffs) 

 
140. Plaintiffs re-allege and incorporates the foregoing allegations as if fully set forth 

herein. 

141. Section 5(a) of the Securities Act states: “Unless a registration statement is in 

effect as to a security, it shall be unlawful for any person, directly or indirectly (1) to make use 

of any means or instruments of transportation or communication in interstate commerce or of the 

mails to sell such security through the use or medium of any prospectus or otherwise; or (2) to 

carry or cause to be carried through the mails or in interstate commerce, by any means or 

instruments of transportation, any such security for the purpose of sale or for delivery after sale.” 

15 U.S.C. § 77e(a). 

142. Section 5(c) of the Securities Act states: “It shall be unlawful for any person, 

directly or indirectly, to make use of any means or instruments of transportation or 

communication in interstate commerce or of the mails to offer to sell or offer to buy through the 

use or medium of any prospectus or otherwise any security, unless a registration statement has 
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been filed as to such security, or while the registration statement is the subject of a refusal order 

or stop order or (prior to the effective date of the registration statement) any public proceeding or 

examination under section 77h of this title.” Id. § 77e(c). 

143. When issued, the Strongblock tokens, including STRNG and STRNGR, and the 

Strongblock nodes, including the S1 Nodes, were securities within the meaning of Section 2(a)(1) 

of the Securities Act, 15 U.S.C. § 77(b)(a)(1). Strongblock promoted, solicited or sold STRNG, 

STRNGR, and S1 Nodes to Plaintiffs either directly through the Strongblock website or indirectly 

through an intermediary exchange like Uniswap. Strongblock thus directly or indirectly made use 

of means or instruments of transportation or communication in interstate commerce or of the 

mails, to offer to sell or to sell securities, or to carry or cause such securities to be carried through 

the mails or in interstate commerce for the purpose of sale or for delivery after sale. No 

registration statements have been filed with the SEC or have been in effect with respect to any of 

the offerings alleged herein. 

144. Section 12(a)(1) of the Securities Act provides in relevant part: “Any person who 

offers or sells a security in violation of section 77e of this title . . . shall be liable, subject to 

subsection (b), to the person purchasing such security from him, who may sue either at law or in 

equity in any court of competent jurisdiction, to recover the consideration paid for such security 

with interest thereon, less the amount of any income received thereon, upon the tender of such 

security, or for damages if he no longer owns the security.” Id. § 77l(a)(1). 

145. Accordingly, Strongblock has violated Sections 5(a), 5(c), and 12(a)(1) of the 

Securities Act, id. §§ 77e(a), 77e(c), and 77l(a)(1). 

146. Plaintiffs seek rescissory damages with respect to purchases of STRNG and 

STRNGR tokens within the last three years and within one year from when an investor could 
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adequately plead that a STRNG or STRNGR token is a security. Id. § 77m. 

COUNT II 
Control Person Liability for Violations of  
Section 5 and 12(a)(1) of the Securities Act 

(Against Moss, Lederer, Abramson, Shkut by all 
Plaintiffs) 

 
147. Plaintiffs re-allege and re-assert the allegations contained in paragraphs 1-139 as 

though fully set forth herein. 

148. This Count is asserted against the individual Defendants for violations of Section 

15 of the Securities Act, 15 U.S.C. § 77o. 

149. Each of the individual Defendants, by virtue of their offices, agency, agreements or 

understandings, and specific acts, at the time of the wrongs alleged herein, and as set forth herein, 

had the power and authority to direct the management and activities of Strongblock and its 

employees, and to cause Strongblock to engage in the wrongful conduct complained of herein. 

Each Individual Defendant had and exercised the power and influence to cause the unlawful 

offering and sales of Strongblock securities, including STRNG, STRNGR, and the S1 Nodes. 

150. The individual Defendants have the power to direct or cause the direction of the 

management and policies of Strongblock. 

151. The individual Defendants, separately or together, have sufficient influence to have 

caused Strongblock to solicit transactions of securities. 

152. The individual Defendants, separately or together, jointly participated in, and/or 

aided and abetted, Strongblock’s solicitation of securities. 

153. By virtue of the conduct alleged herein, the individual Defendants are liable for the 

wrongful conduct complained of herein and are liable to Plaintiffs for rescission and/or damages 

suffered. 
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COUNT III 
Breaches of Contract 

(Against Defendants by all Plaintiffs) 
 

154. Plaintiffs re-allege and reassert the allegations contained in paragraphs 1-139 as 

though fully set forth herein. 

155. Plaintiffs were required by Defendants to execute a Node Contract when transacting 

for S1 Nodes directly on the Strongblock App. 

156. Each individual S1 Node is governed by its own Node Contract and Smart Contract 

on the Strongblock App. 

157. Importantly, each individual Node Contract requires Plaintiffs to remit 

approximately $14.95, in the form of the Ethereum cryptocurrency (“ETH”), as “maintenance 

fees” to Strongblock on a monthly basis. 

158. Under each individual Node Contract and Smart Contract applicable to each node 

held by Plaintiffs, Plaintiffs were entitled to “lifetime” NUBI rewards on a per diem basis in the 

form of STRNG and STRNGR in exchange for keeping their S1 Nodes in compliance via payment 

of maintenance fees. 

159. On May 19, 2022, Defendants materially breached each individual Node Contract 

and Smart Contract by unilaterally imposing, without notice, a hard cap — of twenty (20) 

STRNGR tokens — on the per diem rewards to be derived from each individual S1 Node. 

160. The imposition of the hard cap on S1 Node rewards breached the promise of 

“lifetime” NUBI rewards marketed, advertised, and represented to Plaintiffs when they purchased 

the nodes from Defendants. 

161. Defendants imposed the hard cap on NUBI rewards generated by S1 Node rewards 

at a time where the value of the Strongblock native token was approximately $15.00 per token, an 
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almost 99% decrease in value from the Strongblock native token’s all-time high of approximately 

$1,200.00 per token reached in October of 2021. 

162. Defendants imposed the hard cap on S1 Nodes at a time when they knew or should 

have known the unilateral and surprise imposition of a hard cap on the S1 Node Rewards would 

cause severe damage to Plaintiffs who had already invested millions into Strongblock. 

163. As a direct and proximate result of Defendants breaches of the Node Contracts and 

Smart Contracts Plaintiffs have suffered extreme damage in an amount to be determined at trial. 

COUNT IV 
Conversion 

(Against Defendants by all Plaintiffs) 
 

164. Plaintiffs re-allege and re-assert the allegations contained in paragraphs 1-139 as 

though fully set forth herein. 

165. Plaintiffs transacted for S1 Nodes directly with Strongblock exchanging ten (10) 

STRNG or STRNGR tokens for one (1) S1 Node. 

166. At all times material to this action, Plaintiffs controlled, possessed, and had the 

right to possess each individual S1 Nodes attached to their DeFi Wallet. 

167. At all times material to this action, Plaintiffs additionally had the right to receive 

per diem “lifetime” NUBI rewards generated by their S1 Nodes in the form of STRNG or 

STRNGR. 

168. On May 19, 2022, Defendants intentionally and unilaterally imposed a hard cap — 

of twenty (20) STRNGR tokens — on the per diem rewards to be derived from each individual S1 

Node. 

169. Subsequent to the May 19, 2022 update each S1 Node becomes effectively useless 

and still non-transferrable once it has generated twenty (20) STRNGR tokens. 
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170. Defendants interfered with Plaintiff’s control, possession, and use of their S1 Nodes 

to the exclusion of Plaintiffs rights to receive per diem “lifetime” NUBI rewards in the form of 

STRNG and STRNGR tokens. 

171. As a direct and proximate result of Defendants actions, conduct, and 

misrepresentations Plaintiffs have suffered extreme damage in an amount to be determined at trial. 

COUNT V 
Fraudulent Misrepresentation 

(Against Defendants by all Plaintiffs) 
 

172. Plaintiffs re-allege and re-assert the allegations contained in paragraphs 1-139 as 

though fully set forth herein. 

173. Defendants marketed, advertised, and disseminated information to the general 

public — through digital media outlets and social media forums — representing that S1 Nodes 

came with the promise of “lifetime” NUBI rewards in the form of STRNG and STRNGR tokens 

distributed to S1 Node holders at a flat rate on a per diem basis. 

174. Defendants never advised or informed Plaintiffs that at any moment, without cause, 

Defendants could unilaterally impose hard caps on S1 Nodes and terminate the flow of NUBI 

rewards Plaintiffs were receiving from the same. 

175. The above referenced material misrepresentations and omissions of fact were made 

for the purpose of inducing Plaintiffs to rely upon Defendants representations of “lifetime” NUBI 

rewards in the form of STRNG and STRNGR tokens generated at a flat rate on a per diem basis 

when transacting for S1 Nodes. 

176. Defendants publicly represented their NaaS program as an effort to support the 

“blockchain revolution” while “incentivizing node holders” for operating full nodes, and full nodes 

are vital to the infrastructure of a blockchain network. 

Case 1:22-cv-07313-VSB   Document 1   Filed 08/26/22   Page 36 of 42



 

37  

177. Defendants publicly represented that Strongblock, its native ERC-20 Tokens, and 

its NaaS protocol were purposed for community governance and that Strongblock would move to 

community governance in the year of 2022.  

178. Moss spoke to his, and the other individual Defendants, career histories and alleged 

successes in the cryptocurrency space as a means of bolstering Strongblock’s credibility. 

179. Moss and Strongblock knew or should have known that their public statements and 

representations to members of the Strongblock community, including the promise of “lifetime 

rewards” and Node Universal Basic Income, would be used and/or relied upon by Plaintiffs for the 

purpose of transacting directly with Strongblock for S1 Nodes. 

180. Defendants were aware of Plaintiffs, and the Strongblock community’s, reliance 

upon Moss and Strongblock’s representations because Moss periodically held curated AMA 

sessions and engaged with digital media outlets for the purpose of disseminating information 

related to Strongblock and its Node Universal Basic Income. 

181. Plaintiffs justifiably relied on Defendants material representations, 

misrepresentations, and omissions of fact in transacting with Strongblock directly for S1 Nodes. 

182. As a direct and proximate result of their reliance upon Defendants material 

representations, misrepresentations, and omissions of fact, Plaintiffs have suffered extreme 

damage in an amount to be determined at trial. 

COUNT VI 
Negligent Misrepresentation 

(Against Defendants by all Plaintiffs) 
 

183. Plaintiffs re-allege and re-assert the allegations contained in paragraphs 1-139 as 

though fully set forth herein. 

 
184. Defendants publicly represented their NaaS program as an effort to support the 
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“blockchain revolution” while “incentivizing node holders” for operating full nodes, and full nodes 

are vital to the infrastructure of a blockchain network.  

185. Moss spoke to his, and the other individual Defendants, career histories and alleged 

successes in the cryptocurrency space as a means of bolstering Strongblock’s credibility. 

186. Moss and Strongblock knew or should have known that their public statements and 

representations to members of the Strongblock community, including the promise of “lifetime” 

NUBI rewards, would be used and/or relied upon by Plaintiffs for the purpose of transacting 

directly with Strongblock for S1 Nodes. 

187. Defendants were aware of Plaintiffs, and the Strongblock community’s, reliance 

upon Moss and Strongblock’s representations because Moss periodically held curated AMA 

sessions and engaged with digital media outlets for the purpose of disseminating information 

related to Strongblock and its NUBI rewards. 

188. Defendants represented that the S1 Node rewards would never go to zero. 

189. Defendants never represented to Plaintiffs that at any point, Defendants could 

unilaterally terminate the flow of rewards derived from Plaintiffs S1 Nodes without notice. 

190. Defendants’ material representations regarding S1 Node rewards were either 

exaggerated or complete misstatements of fact. 

191. Defendants intentionally or negligently omitted material facts regarding the S1 

Node Rewards for the purpose of inducing Plaintiffs into transacting directly with Strongblock for 

S1 Nodes. 

192. Plaintiffs justifiably relied on Defendants material representations, 

misrepresentations, and omissions of fact in transacting with Strongblock directly for S1 Nodes. 

193. As a direct and proximate result of their reliance upon Defendants material 
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representations, misrepresentations, and omissions of fact, Plaintiffs have suffered extreme 

damage in an amount to be determined at trial. 

COUNT VII 
Fraudulent Inducement 

(Against Defendants by all Plaintiffs) 
 

194. Plaintiffs re-allege and re-assert the allegations contained in paragraphs 1-139 as 

though fully set forth herein. 

195. Plaintiffs transacted directly with Strongblock for S1 Nodes and executed Node 

Contracts in furtherance of the same transactions. 

196. Defendants, and Moss specifically, advertised, marketed and disseminated 

information regarding Strongblock and the S1 Node rewards. Defendants, and Moss specifically, 

additionally directed and controlled the actions of Strongblock at all times material to this action. 

197. Resultingly, there existed a special or privity-like relationship between Plaintiffs 

and Defendants imposing a duty on defendants to impart correct information to Plaintiffs regarding 

the Strongblock platform and the S1 Node NUBI reward system. 

198. Defendants, and Moss specifically, incorrectly or fraudulently represented to 

Plaintiffs that the rewards to be derived from the S1 Nodes were “lifetime rewards” and that the 

S1 Node rewards would never go to zero. 

199. Moss and Strongblock knew or should have known that their public statements and 

representations to members of the Strongblock community, including the promise of “lifetime 

rewards” and Node Universal Basic Income, would be used and/or relied upon by Plaintiffs for the 

purpose of transacting directly with Strongblock for S1 Nodes. 

200. Plaintiffs justifiably relied on Defendants material representations, 

misrepresentations, and omissions of fact in transacting with Strongblock directly for S1 Nodes. 
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201. As a direct and proximate result of their reliance upon Defendants material 

representations, misrepresentations, and omissions of fact, Plaintiffs have suffered extreme 

damage in an amount to be determined at trial. 

COUNT VIII 
Negligence 

(Against Defendants by all Plaintiffs) 
 

202. Plaintiffs re-allege and re-assert the allegations contained in paragraphs 1-139 as 

though fully set forth herein. 

203. Pursuant to the above-described relationship between Plaintiffs and Defendants, 

Defendants owed Plaintiffs a duty to exercise reasonable care that included a duty to disclose 

material information regarding cryptocurrency investments, the Strongblock NaaS protocol, the 

STRNG and STRNGR tokens, as well as the S1 Node rewards. 

204. Defendants breached their duties of care to Plaintiffs 

205. As a direct and proximate result of Defendants’ breaches of their duties, Plaintiffs 

have suffered, and will continue to suffer, substantial monetary damages. 

206. By reason therefore, Plaintiffs seek a judgment against Defendants, jointly and 

severally, for all damages caused by their breaches in an amount to be determined at trial. 

COUNT IX 
Unjust Enrichment 

(Against Defendants by all Plaintiffs) 
 
207. Plaintiffs re-allege and re-assert the allegations contained in paragraphs 1-139 as 

though fully set forth herein. 

208. Defendants were unjustly enriched at Plaintiffs expense. Specifically, Defendants 

unilaterally obliterated Plaintiffs “lifetime rewards” derived from their S1 Nodes, transacted for 

directly with Strongblock, while continuing to collect monthly maintenance fees from Plaintiffs in 
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the amount of approximately $14.95 per each S1 Node held. 

209. Upon information and belief Moss, Lederer, Abramson, and Shkut, directly 

benefitted from Plaintiffs payment of monthly maintenance fees toward individual S1 Nodes while 

depriving Plaintiffs of the benefits of their bargains, made directly with Strongblock, for the 

creation of S1 Nodes. 

210. Upon information and belief as of the date of May 19, 2022, Defendants were 

collecting approximately Seven Million Dollars ($7,000,000.00) in monthly node maintenance 

fees. 

211. Upon information and belief Defendants diverted the monthly maintenance fees 

remitted by Plaintiffs to Strongblock, to themselves for their own personal gain. 

212. It is against equity and good conscience to permit Defendants to retain funds they 

diverted for their own personal use when they made misrepresentations to Plaintiffs regarding the 

benefits of their bargains for S1 Nodes, the viability of the S1 Node rewards, and the indefinite 

nature of the S1 Node rewards, which Plaintiffs relied upon in deciding to invest. 

213. As a direct and proximate result of Defendants’ wrongful diversion of Plaintiffs’ 

investment funds, Defendants have been unjustly enriched to Plaintiffs detriment. 

214. Accordingly, Plaintiffs are entitled to a judgment in their favor for the full amount 

by which Defendants have been unjustly enriched, in an amount to be determined at trial. 

PRAYER FOR RELIEF 

WHEREFORE, Plaintiffs respectfully request that this Court enter a judgment awarding 

Plaintiffs: (1) compensatory damages in an amount no less than $4,171,584.36, plus any interest 

accrued thereon, or to be determined at trial; (2) punitive damages in an amount to be determined 

at trial; and (3) any other and further relief as the Court may deem just and proper.  
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JURY DEMAND 

Pursuant to Federal Rule of Civil Procedure 38(b), Plaintiffs, respectfully demand a trial 

by jury for all claims and issues so triable. 

DOCUMENT PRESERVATION DEMAND 
 

Plaintiffs demand that Defendants take affirmative steps to preserve all records, lists, 

electronic databases or other itemization of telephone numbers associated with the 

communications or transmittal of the calls as alleged herein. 

Dated: August 26, 2022 
 
GOVERNMENT LAW GROUP, PLLC 
Payton H. Poliakoff (PHV forthcoming) 
Museum Plaza Building 
200 S Andrews Avenue, Suite 601 
Fort Lauderdale, Florida 33301 
Tel.: (954) 909-0580 
ppoliakoff@govlawgroup.com  
ashlyakhov@govlawgroup.com 
 

/s/ Daniel B. Ravicher 
 
ZEISLER PLLC 
Daniel B. Ravicher 
777 Brickell Ave Ste 501 
Miami, Fl, 33131 
Tel.: (917) 843-3425 
dan@zeisler-law.com   
  
Counsel for Plaintiffs 

 

Case 1:22-cv-07313-VSB   Document 1   Filed 08/26/22   Page 42 of 42


	UNITED STATES DISTRICT COURT
	SOUTHERN DISTRICT OF NEW YORK
	INTRODUCTION
	1. Strongblock is an unincorporated general partnership operating within the United States of which the individual Defendants are partners. From at least September 29, 2020, to the present (the “Relevant Period”), Defendants sold various Strongblock s...
	2. The securities sold by Defendants included Strongblock digital or crypto assets known as tokens and nodes. Defendants named the Strongblock tokens they sold STRNG and STRNGR. Defendants sold Strongblock nodes to Plaintiffs with the promise those no...
	3. Based on the facts and circumstances set forth below, the Strongblock tokens and nodes were securities under the federal securities laws. Purchasers of STRNG and STRNGR tokens and Strongblock nodes, including Plaintiffs, had a reasonable expectatio...
	4. Crypto-assets exist on a blockchain, which is a decentralized digital ledger that records all transactions. Following the creation of Bitcoin, which was the first prominent digital asset, the number of digital assets in general circulation has incr...
	5. In contrast, other digital assets are similar to traditional securities in that they represent one’s investment in a project that is to be undertaken with the funds raised through the sale of the tokens and more specifically here, Nodes. Like tradi...
	6. But despite the fact that the Strongblock tokens and nodes are securities, none of them are registered with the U.S. Securities and Exchange Commission (“SEC”) or with state regulators. This means that purchasers including Plaintiffs did not have a...
	7. Defendants promoted Strongblock as a “Blockchain Revolution” that provided consumers the ability to participate in, and profit from, the growth of blockchain infrastructure. To participate, Defendants required Plaintiffs first purchase Strongblock ...
	8. Virtual networks like blockchains consist of groupings of data blocks stored on nodes that are linked together and exchange information between each other to ensure their information is contemporaneously maintained. As nodes store, distribute, and ...
	9. Generally, nodes are classified as either “Full” or “Lightweight” nodes. “Full Nodes” act analogously to servers for a decentralized network by: (1) establishing consensuses between other nodes; (2) confirming transactions on a blockchain; and, (3)...
	10. The Strongblock nodes purchased by Plaintiffs were seen as a traditional securities investment in that Plaintiffs directly purchased nodes from Defendants for ten (10) Strongblock tokens0F  and were promised each node would then earn Plaintiffs a ...
	11. In February 2020, Strongblock appeared in the cryptocurrency space as a pioneer with the first working platform that incentivized individuals and entities alike to own nodes because it was the only platform providing rewards to node-holders. As St...
	12. As explained in further detail below, Defendants pulled the rug out from under every node holder by arbitrarily and unilaterally capping in April 2022 the cumulative rewards that could be generated by an individual node, without notice and in cont...
	13. Defendants sold millions of dollars of nodes to Plaintiffs based on the promise they would earn “lifetime” NUBI rewards. Defendants willfully and intentionally, or negligently, misrepresented the NUBI reward system to Plaintiffs to the material de...
	14. Because Defendants (1) sold bodes in violation of federal securities laws; (2) fraudulently induced Plaintiffs to buy Strongblock token and node securities; (3) fraudulently or negligently misrepresented Strongblock; (4) converted Plaintiffs asset...
	PARTIES
	JURISDICTION AND VENUE
	SUBSTANTIVE ALLEGATIONS
	A. Blockchains and the Foundations of Digital Assets
	40. This case concerns crypto-assets.1F  Crypto-assets are digital assets that use a variety of cryptographic principles to secure transactions, control the creation of additional units, and verify their transfer. The key technology allowing the creat...
	41. The challenge that had previously prevented the creation of digital assets is the need to allow for secure transfers to exactly one recipient at a time. In general, digital files are transmitted by duplication; if someone emails a photograph to a ...
	42. Bitcoin, which was the first prominent digital asset, solved this problem with a digital ledger system called a “blockchain,” which tracks the ownership and transfer of every Bitcoin in existence. Each Bitcoin user has a digital “address” used to ...
	43. By providing a full transaction history of each Bitcoin, the blockchain allows for the secure exchange of all Bitcoin. Any attempt to duplicate a Bitcoin or to transfer it to multiple people at once would be futile, because a Bitcoin user could us...
	44.  The blockchain has become the foundational technology for crypto-assets. While crypto-assets vary tremendously, they generally rely on the blockchain to ensure that transactions are secure and non-duplicable.
	45. Control of crypto-assets is attested primarily through control of cryptographic keys. These cryptographic keys have two components: a public key and a private key. This cryptographic system of transfer and exchange is generally the same across mos...
	46. To use Bitcoin as an example, the public key is used to produce the Bitcoin address. A Bitcoin address is a destination for transfers of Bitcoin, like the account number of a conventional bank account. Bitcoin addresses are long strings of alphanu...
	47. Those who wish to transfer Bitcoin need to know the recipient’s Bitcoin address, just as one transferring funds to a conventional bank account needs to know the account number for that account. When they have the recipient’s address, transferors c...
	48. A transfer of Bitcoin is public to the extent that anyone can see the transferor’s Bitcoin address, the recipient’s Bitcoin address, and the quantity of assets transferred. That is, anyone could see that Bitcoin address 1s5F transferred 10.3 Bitco...
	49. While the blockchain allows for secure and non-duplicable transfers of digital assets, it does not do anything to connect users to each other or to automate both sides of a transfer. The desire for locations that enabled the trading of digital ass...
	50. There are two primary types of crypto-exchange: decentralized exchanges and centralized exchanges.
	51.  Decentralized exchanges may use the blockchain itself to match and execute transactions among traders. There is no intermediary individual or corporation that matches or clears transactions; instead, they use a blockchain technology called a “sma...
	52. These decentralized exchanges resemble Ebay or Craigslist in their operation. Just like a purchase of a collectible baseball card on Ebay or Craigslist involves one user sending money and the other sending the card, so too do transactions on decen...
	53. Strongblock’s native tokens STRNG and STRNGR could only be transacted for through decentralized exchanges, and the nodes were purchased from Defendants directly through the use of their Strongblock website Strongblock.io.
	54. Buying, selling, and trading cryptocurrencies on a decentralized exchange may only occur through the use of an electronic wallet connected to the decentralized network (“DeFi Wallet”). A DeFi Wallet is substantially similar in identity to that of ...
	55. All DeFi Wallet transactions are recorded and logged on a blockchain.
	56. Virtual networks like a blockchain consist of groupings of data blocks that are stored on nodes.
	57. Nodes on a blockchain are linked together and exchange information between each other to ensure information is contemporaneously maintained.
	58. As nodes store, distribute, and maintain blockchain data they are both common and vital to a Blockchain’s infrastructure.
	59. Generally, nodes are classified as either “Full” or “Lightweight” nodes.
	60. Full Nodes act analogously to servers for a DeFi Network by (1) establishing consensuses between other nodes; (2) confirming transactions on a blockchain; (3) and maintaining copies of a blockchain’s data.
	61. Full Nodes are also the only nodes that may vote on matters affecting the future of a Blockchain network and therefore play an integral role in a network’s community governance.
	B. Strongblock Generally
	62. Strongblock is a DeFi NaaS protocol utilizing the native cryptocurrency tokens known as STRNG or STRNGR.
	63. Strongblock’s executive team is comprised of Moss, Lederer, Abramson, and Shkut.
	65. Defendants launched a website, Strongblock.io, and published various technical papers such as a “Flash Paper”, a “Light Paper”, a “Medium Article”, and a “Strongblock v3 Paper” to market, advertise, and disseminate information about the Strongbloc...
	66. Defendants additionally engaged in social media posts, AMA sessions, and communicated with digital media journalists for the purpose of marketing the Strongblock NaaS protocol, its native ERC-20 Tokens, and the NUBI rewards.
	67. At all times material to this action, the primary DeFi network for buying, selling, and trading STRNG and STRNGR was the automated Ethereum-based cryptocurrency exchange known as Uniswap (“Uniswap”).
	68. STRNG and STRNGR are ERC-20 Tokens created by Strongblock and purposed for enabling decentralized protocol governance.
	69. Currently, STRNGR serves two main functions: (1) 10 STRNGR are required to buy a node; and (2) STRNGR is the reward token distributed to node holders as NUBI rewards.
	70. The Strongblock system offers the ability to build nodes on various cryptocurrency networks and Plaintiffs are or were owners of at least Strongblock Ethereum 1.0 Nodes (“S1 Nodes”). Buying an S1 Nodes required Plaintiffs to enter into an electron...
	71. NUBI rewards generated by S1 Nodes were referred to by Defendants as “lifetime” rewards and have been provided to the S1 Node holders per diem, in the form of STRNG and STRNGR tokens since as early as December of 2020.
	72. On September 29, 2020, David Moss publicly advertised that Strongblock was purposed for “creating a true public good by rewarding nodes, providing more stability to blockchains, and increasing visibility to the nodes that keep Blockchains running.”
	73. On December 12, 2020, Defendants published the Flash Paper advertising their NaaS Protocol as the first and only blockchain agnostic protocol to reward nodes for supporting the infrastructure of their blockchain.
	74. As stated through Defendants’ Flash Paper:
	Why incentivize nodes? With limited resources and no financial incentive, many nodes run out-of-date software, maintain incomplete blockchain histories, and are intermittently off-line. There is no easy mechanism to fix this problem once a blockchain ...
	75. The function and purpose of the NUBI reward system was to facilitate the creation of a blockchain ecosystem where node holders are rewarded for regularly maintaining compliant nodes created on the Strongblock system.
	76. Defendants’ goals were to “shine a spotlight on the most undervalued group in blockchain: nodes.” Defendants marketed and advertised their NaaS protocol to persons across the globe, “capitalizing on the network effect from engaged communities” wit...
	77. Defendants marketed the Strongblock system as part of the “blockchain revolution” and that through the NaaS app one could “launch a blockchain node in seconds and get rewards.” Defendants made it possible for anyone to create a node in seconds and...
	78. Defendants published a quick and easy five-step step process for joining in on the “blockchain revolution” and creating nodes:
	 Step 1: Get STRNG/STRNGR and Etherum (“ETH”);
	 Step 2: Name your node;
	 Step 3: Confirm Wallet Transactions;
	 Step 4: Node Created; and
	 Step 5: Start Earning
	The Node Contract
	COUNT I
	COUNT II
	Control Person Liability for Violations of
	Section 5 and 12(a)(1) of the Securities Act
	COUNT III
	Breaches of Contract
	COUNT IV
	Conversion
	COUNT V
	Fraudulent Misrepresentation
	COUNT VI
	Negligent Misrepresentation
	COUNT VII
	Fraudulent Inducement
	COUNT VIII
	Negligence
	COUNT IX
	Unjust Enrichment
	PRAYER FOR RELIEF
	JURY DEMAND
	DOCUMENT PRESERVATION DEMAND

